





WHAT DOES THIS EVIDENCE PROVE?



- That State and Federal agencies owe us money, and other
consideration, to pay for our: damages, losses, benefits
blockades,
witness fees, whistle-blower fees, informant fees,
punitive
compensation, legal costs and other items caused
by criminal corruption,
reprisal attacks and illicit quid-pro-
quo operations within the
government offices of their
government employees, contractors and covert financiers.

- That an organized
crime program exists between Silicon
Valley tech oligarchs, investment
banks, U.S. Senators,
government agency staff and White House staff to
engage in
these crimes.


- That public officials
knowingly participate in these crimes
by failing to report their
associates who engage in these
illicit actions and by hiring suppliers
who operate these illicit
activities.



- That the suspects manipulate government funds for their
personal
profiteering at the expense of domestic citizen
taxpayers like us.


- That the suspects
operate a vast stock market
manipulation program, as a core function of
their
operations, and those illicit deeds function at the expense of
the
public to render unjust gain to public officials.


- That the suspects
contract a known group of lobbyists,
corrupt law firms, unethical CPA's,
corrupt investment banks
and specialized corruption services providers
to attack,



defame, physically harm, character assassinate, black-list
and/or kill those they dislike and they harmed us with those
acts.


- That the suspects
operate an Epstein-like sex-trafficking
network of prostitutes and
sexual extortion activities and
locations for the engagement of said
activities and for the
bribery of cohorts via sex workers.


- That the suspects
engage in electronic attacks and
manipulations including hacking,
election manipulation,
media censorship and internet search results
manipulation
in order to mask their schemes.

- That the suspects
engage in Lois Lerner-like, SPYGATE-like,
VA whistleblower-like reprisal
and retribution  attacks using
government agencies like SSA, DOJ,
FBI, LSC, HUD, HHS, DOE,
Etc.





THE CURRENT ASSERTIONS AND THE EVIDENCE PROVING
THOSE CHARGES PER
QUESTIONS AND COMMENTS FROM LAW
ENFORCEMENT STAFF, CONGRESS, THE PUBLIC
AND
JOURNALISTS. CHECK BACK DAILY FOR NEW EVIDENCE
UPDATES IN THE
REPOSITORIES:

If you have any evidence disproving any of
these assertions
please submit that evidence in FBI 302-form narrative
structure
and it will be included.

Additional statements from victims:

"SILICON VALLEY OLIGARCHS AND OBAMA WHITE HOUSE STAFF HIRE
CHARACTER
ASSASSINS, LIKE THOSE REVEALED IN RONAN FARROW'S



BOOK "CATCH AND KILL",
ON A DAILY BASIS AND HAVE THEM ATTACK
INNOCENT VOTERS AND SMALL BUSINESS
COMPETITORS"



  "SILICON VALLEY CEO'S AND VENTURE CAPITAL FIRMS ON PALO
ALTO'S
SANDHILL ROAD OPERATE AN ORGANIZED CRIME RING BASED
ON BRIBERY, TAX
EVASION, SEX CRIMES, STOCK MARKET RIGGING
AND OTHER CRIMINAL COLLUSION.
THE SILICON VALLEY MOB
CONSPIRES AND COORDINATES THE GLOBAL MANIPULATION
OF
MEDIA, NEWS AND INFORMATION IN ORDER TO HIDE AND HARM
COMPETITORS AND
EXCLUSIVELY PUMP THEIR OWN STOCKS"



"TYCOONS AND SILICON VALLEY TECH OLIGARCHS HIRE PRIVATE
INVESTIGATORS
AND SPIES TO FOLLOW ALL THE WOMEN THEY LIKE
AND THE COMPETITORS THEY
HATE?"



" MEDIA REPORTS SAY THAT ELON
MUSK IS A 'LYING', 'NARCISSIST',
'SOCIOPATH', 'JEFFREY EPSTEIN SEX
ADDICT', 'FRAUD' WHO BRIBES
POLITICIANS FOR TAX HAND-OUTS, IS PROTECTED
BY BROMANTIC
RELATIONS WITH GOOGLE'S LARRY PAGE AND ORDERS HIT-JOBS ON
HIS COMPETITORS."



"CHARACTER ASSASSINATIONS AND DEFAMATION ATTACKS WERE
ORDERED, OPERATED
AND PAID FOR BY WHITE HOUSE, CALIFORNIA
SENATORS AND GOOGLE EXECUTIVES"



"THE EVIDENCE
PROVES THAT GOOGLE IS A CRIMINAL CARTEL, AN
UNREGULATED POLITICAL PAC
AND A TAX EVADING, SENATOR
BRIBING ILLICIT DOMESTIC SPYING OPERATION."



"THE EVIDENCE PROVES THAT SILICON VALLEY OLIGARCHS HIRE
CROOKED
LOBBYISTS AND BIG TECH LAW FIRMS THAT THEY PAY
COVERT COMPENSATION TO
FOR THEIR SERVICES TO MANIPULATE



THE GOVERNMENT."



"LITHIUM ION BATTERIES ARE PART OF A TRILLION DOLLAR+ RARE
EARTH MINING
SCAM. THEIR KNOWN DANGERS ARE COVERED UP BY
LEFTIST PRESS IN ORDER TO
PROTECT ELON MUSK'S AND GOOGLE'S
INVESTMENTS IN THEM. CALIFORNIA
SENATORS OWN STOCK IN
THEM AND COVER UP THE DEADLY TOXIC AND EXPLOSIVE
DANGERS
OF THEM. Elon Musk and Panasonic engaged in "product dumping"
because they both knew, over a decade ago, that the 18650 lithium
ion
batteries would 1.) degrade and explode due to faulty chemistry
and
dendrite expansion, 2.) Had toxic cancer-causing fumes when
ignited, 3.)
used child labor and genocide regions for mining the raw
materials, 4.)
could never hold up in auto powerplant use, 5.)
sickened and killed the
workers making them; and other horrific
things that were covered up in
an epic, and ongoing, safety scam
because U.S. Senator's and CIA
executives own stock in lithium ion
batteries. These facts are easily
proven in court!"



"SILICON VALLEY EXECUTIVES, FAMOUS POLITICIANS AND VENTURE
CAPITALISTS
OPERATE A SEX CULT AND SEX TRAFFICKING RING"



"THE SO CALLED "PAYPAL MAFIA" AND "THE DEEP STATE" ARE THE
SAME GROUP
OF PEOPLE"



"SILICON VALLEY WEB COMPANIES USE SPYING-ON-THE-PUBLIC TO
SEEK TO RIG
ELECTIONS AND CONTROL THE MASSES FOR THEIR
PERSONAL IDEOLOGIES. THE
TRADE THOSE ILLICIT SERVICES WITH
FAMOUS POLITICIANS IN EXCHANGE FOR
GOVERNMENT CONTRACTS,
GRANTS, LOANS AND FAVORS.."



"GOVERNMENT AGENCIES, IN PARTICULAR THE U.S. DEPARTMENT OF
ENERGY, SSA,
FTC, ETC, ARE USED AS POLITICAL SLUSH FUNDS TO



PAYOLA OBAMA CAMPAIGN
FINANCIERS AND SABOTAGE THOSE
FINANCIERS COMPETITORS..."



"THERE ARE FULLY LEGAL, INTELLIGENCE AGENCY CREATED, FBI-CLASS
TACTICS,
FORENSICS METHODOLOGIES, MASS PUBLIC CROWD-
SOURCED INVESTIGATION TOOLS
AND TECHNOLOGIES THAT THE
PUBLIC CAN USE TO DESTROY THESE CORRUPT
OLIGARCHS... HERE
ARE PUBLIC TACTICS THAT REGULAR FOLKS HAVE USED IN THE
PAST
TO TAKE-DOWN THESE KINDS OF CORRUPT OLIGARCHS AND THEIR
DIRTY
COMPANIES..."



"MOST CALIFORNIA POLITICIANS HAVE BEEN TAKING BRIBES, MOSTLY
IN THE
FORM OF STOCK TRADES, IN EXCHANGE FOR HELPING THEIR
FRIENDS COMPANIES
AND HARMING THEIR FRIENDS COMPETITORS"



"Certain California State officials, Obama White House Staff and
Federal Agency staff accepted bribes from Silicon Valley Oligarchs
and
Investment Bank Cartels. They were bribed with: Billions of
dollars of
Google, Twitter, Facebook, Tesla, Netflix and Sony Pictures
stock and
stock warrants which is never reported to the FEC; Billions
of dollars
of Google, Twitter, Facebook, Tesla, Netflix and Sony
Pictures search
engine rigging and shadow-banning which is never
reported to the FEC;
Free rent; Male and female prostitutes; Cars;
Dinners; Party Financing;
Sports Event Tickets; Political campaign
printing and mailing services
"Donations"; Secret PAC Financing; Jobs
in Corporations in Silicon
Valley For The Family Members of Those
Who Take Bribes And Those Who
Take Bribes; "Consulting" contracts
from McKinsey as fronted pay-off
gigs; Overpriced "Speaking
Engagements" which are really just pay-offs
conduited for donors;
Gallery art; Private jet rides and the use of
Government fuel depots
(ie: Google handed out NASA jet fuel to staff);
Recreational drugs;
Real Estate; Fake mortgages; The use of Cayman, Boca
Des Tores,



Swiss and related money-laundering accounts; The use of HSBC,
Wells Fargo, Goldman Sachs and Deustche Bank money laundering
accounts
and covert stock accounts; Free spam and bulk mailing
services owned by
Silicon Valley corporations; Use of high tech law
firms such as Perkins
Coie, Wilson Sonsini, MoFo, Covington &
Burling, etc. to conduit
bribes to officials; and other means now
documented by us, The FBI, the
FTC, The SEC, The FEC and
journalists..."



"A typical boondoggle in this case is exampled by one of the many
victims: "...We owned a global vehicle design and manufacturing
business
and a global clean energy production and storage business
financed by
the U.S. Government. White House and California
politicians owned our
competitors and re-routed our funding to our
competitors, who were the
friends and campaign financiers of those
politicians. Those politicians
contracted Fusion GPS, Black Cube,
Gawker/Gizmodo, Crowd-strike, etc. to
run hit-jobs on us to blockade
our business for their benefit. Those
politicians engaged in felony
bribery, anti-trust violations and
racketeering and they are still being
protected by regulators who have
conflict-of-interest relations with
those politicians..."







REFERENCES, VERIFICATION, CONFIRMATIONS AND
VALIDATING EVIDENCE:

 




AMERICAN_PATENT_RIGHTS_REFORM.pdf


The_Silicon_Valley_Cartel_IP_Thefts.pdf

http://evidence111.com/public/AMERICAN_PATENT_RIGHTS_REFORM.pdf
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How-Google-Steals-Ideas-From-Entrepreneurs.pdf
 
RONAN FARROW'S BOOK: CATCH AND KILL
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about Elon
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A CROOK AND HERE IS OUR
PROOF
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